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1. ACCESS URL 

Testing 

Extranet (VPN) https://portaldocau.cert.netb3.com.br/identityiq 

Internet https://portaldocau-cert.b3.com.br/identityiq 

Production 

Extranet (VPN) https://portaldocau.netb3.com.br/identityiq  

Internet https://portaldocau.b3.com.br/identityiq 

 

  

https://portaldocau.cert.netb3.com.br/identityiq
https://portaldocau-cert.b3.com.br/identityiq
https://portaldocau.netb3.com.br/identityiq
https://portaldocau.b3.com.br/identityiq
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2. REGULAR USER 

2.1 Create Regular User 

To create a regular user, go to the “Cadastro de usuário Externo” menu: 

 

Fill in the user registration information and click on “Criar Identidade”: 

 

Important: The user will only receive the credentials via email after a profile has 

been released. 
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2.2 Grant Access to Regular User 

To grant access, go to the “Manage User Access” menu: 

 

Search for the name or login and select the user: 

 

Search for the role to be released or leave the search blank to display all roles: 
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Review the profiles that will be granted and submit: 
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2.3 View Regular User 

To consult a user, go to the “View Identity” menu: 

 

Search for the name or login and click on “Manage”: 

 

- Attributes: User registration information  

- Access: User roles 

- Accounts: User accounts 

- Passwords: Password Management 
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2.4 Remove Regular User Access 

To remove access, go to the “Manage User Access” menu: 

 

Search for the name or login and select the user: 

 

Change the option to “Remove Access” and select the roles that need to be 

removed: 
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Review the profiles that will be removed and submit: 
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2.5 Reset Regular User Password 

To reset a password, go to the “Manage Passwords” menu: 

 

Search for the user's name or login and click on “Manage”: 

 

Click on “Change“ in the row “ADLDS-External-Privileged-Regular”: 
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To create a manual password, fill in the password fields and click on “Submit”.  

To generate a random password, click on “Generate”. 
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2.6 Delete Regular User 

To delete the regular user, it is important that steps 1 and 2 be executed exactly 

in this sequence. 

 Step 1: Go to the “Manage accounts” menu: 

 

Search for the user and click on “Manage”: 

 

For all applications except “OnePoint Contractors Portal”, click on the “Delete” 

option, then click “Confirm” and “Submit” at the bottom: 
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Step 2: Go to the “Alteração de usuário Externo” menu: 

 

Select the user, change the “Status” to “Inactive” and click on “Salvar 

Modificação”: 

 

After 10 minutes, the user will be permanently removed.  
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3. SERVICE USER 

3.1 Create Service User 

To create a service user, go to the “Cadastro de usuário Externo” menu: 

 

Fill in the user registration information and click on “Criar Identidade”: 
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3.2 Grant Access Service User 

To grant access, go to the “Gerenciar acesso de usuário” menu: 

 

Search for the created user (the number is sequential): 

 

Search for the role to be released or leave the search blank to display all roles: 
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Review the roles that will be granted and submit: 
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3.3 View Service User 

To consult a service user, go to the “View Identity” menu: 

 

Search for the name or login and click on “Manage”: 

 

- Attributes: Service user registration information  

- Access: Service user roles 

- Accounts: Service user accounts 

- Passwords: Password Management 
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3.4 Remove Access Service User 

To remove access, go to the “Manage User Access” menu: 

 

Search for the name or login and select the user: 

 

Change the option to “Remove Access” and select the roles: 
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Review the profiles that will be removed and submit: 
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3.5 Reset Service User Password 

To reset a password, go to the “Manage Passwords” menu: 

 

Search for the user's name or login and click on “Manage”: 

 

Click on “Change“ in the row “ADLDS-Externo-Servico”. 

To create a manual password, fill in the password fields and click on “Submit”.  

To generate a random password, click on “Generate”. 
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3.6 Delete Service User 

To delete service user, it is important that steps 1 and 2 be executed exactly in 

this sequence. 

 Step 1: Go to the “Manage accounts” menu: 

 

Search for the user and click on “Manage”: 

 

For all applications except “OnePoint Contractors Portal”, click on the “Delete” 

option, then click “Confirm” and “Submit” at the bottom: 

 

Step 2: Go to the “Alteração de usuário Externo” menu: 
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Select the user, change the “Status” to “Inactive” and click on “Salvar 

Modificação”: 

 

After 10 minutes, the user will be permanently removed. 


